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Overview 

 
We have been made aware of a publicly disclosed vulnerability related to Solarwinds products and 
immediately initiated an investigation assessing any potential implications for our customers. 
 
The Cybersecurity and Infrastructure Security Agency (CISA) issued a warning that SolarWinds Orion 
product have been compromised and have been used to exploit multiple organizations. Details can 
be found in the reference links below. 
 
ASSA ABLOY Hospitality products and solutions do not use SolarWinds products. 
 
Rest assured safety and security remain at the core of what we do as a company. Accordingly, we 
consistently monitor, assess, and optimize our protocols to better ensure the safety and security of 
our users and technology. 

Contact Information 

If you have any questions about this advisory, please contact our 24/7 support on +1 214-833-6778. 

References 

CISA Alert: https://us-cert.cisa.gov/ncas/alerts/aa20-352a  
CISA Emergency Directive: https://cyber.dhs.gov/ed/21-01/  
SolarWinds Security Advisory: https://www.solarwinds.com/securityadvisory 
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